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Question 1. (2 marks)

What is the purpose of a Domain Name System (DNS) NOTIFY packet? What
does the receiver of such a packet learn from receiving it?

Question 2. (5 marks)

Assume that a node with an active TCP connection has received and acknowledged
up to sequence number 5000 (the value in the ack field of the last acknowledgement
transmitted was 5000). That packet also announced a window size of 1000. The
node has no unacknowledged data in its buffers, all data up to this point arrived in
order, and has been acknowledged and passed to the application. The TCP buffers
are currently empty.

Indicate what the node will transmit (if anything) if the next packet it receives were
to be one of those listed below, and what the node will do with the data in the
arriving packet.

You should indicate the values that will be in the acknowledgement and window
size fields in each case where an ack packet is transmitted.

Note that in each case, only the one packet indicated arrives, these are not a
sequence of arriving packets. Rather, 5 different possibilities for the next packet to
arrive.

Assume that the node always responds immediately. It does not delay
acknowledgements to see if the application has data to transmit, nor does it even
wait until the data has been delivered to the application. The response packet is
always constructed and transmitted as soon as the incoming packet is received.

A) A packet with 200 TCP data bytes and sequence number 4800.

B) A packet with 200 TCP data bytes and sequence number 4900.

C) A packet with 200 TCP data bytes and sequence number 5000.

D) A packet with 200 TCP data bytes and sequence number 5100.

E) A packet with 200 TCP data bytes and sequence number 7000.

Question 3. (2 marks)

What should a SMTP (e-mail) server do, if it receives the following three byte
sequence over the TCP connection from the client:

0xFF 0xFB 0x01 (or 255 251 1) (or IAC DO ECHO)
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Question 4. (3 marks)

T/TCP and SCTP were both designed to overcome limitations in TCP. List 3 of
those limitations (limitations that can be avoided by the use of one of T/TCP or
SCTP).

Question 5. (10 marks)

Examine the network in the diagram
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Select an Interior Routing Protocol, and show the calculations that occur at node S,
as it computes the next hop (and path is appropriate) to each of the possible
destinations (A, B, C, D, and E).

The numbers next to each of the links show the cost (metric) associated with using
that link.

Show the calculations used to determine the next hop in each case — simply
showing the correct first hop for each destination, or even the correct path to each
destination, is not adequate.
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Question 6. (2 marks)

Why does a mobile IP node need both a Care Of Address and a Home Address?

Question 7. (4 marks)

Give an example of a protocol mechanism (in any protocol you have studied) which
exists to avoid a scaling problem. Describe the problem that would occur without
the mechanism you describe, and how the protocol mechanism avoids the problem.

Question 8. (2 marks)

What information is used by a router when deciding whether, and if so where, it
should forward a packet with a multicast destination address?
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